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Features:

Modern Architecture Platform Design

The Yunke R-series application delivery controller features a virtualized architecture based
on Kubernetes, allowing enterprises to launch multiple Yunke application delivery tenants
within the same device to meet topological needs. Multi-tenant software versions do not
need to be the same, and the deployment, upgrade, and repair processes (reboot) can be
carried out independently, with internal configurations, data, management access, and
traffic direction all existing separately.

Automated Rapid Deployment Components

The R-series platform is designed with a fully automated platform that through a simple yet
powerful declarative interface helps reduce manual operations, quickly load, support overall
configuration, and deploy Yunke application services, shortening deployment time from
weeks to hours.

High-Speed SSL Offloading

For critically important enterprise data, the R-series platform provides SSL offloading
capabilities that are twice as effective compared to previous products, supporting forward
encryption extensions, enhanced ECC elliptic curve algorithms, and full-stack security
protection from layers 3 to 7. By offloading costly SSL processing, it accelerates key exchange
and bulk encryption speeds, speeding up SSL/TLS applications.

Deliver the SSL capacity required to protect critical data—including enhanced offload of
Galois Counter Mode (GCM), Elliptical curve cryptography (ECC), Camellia, Rivest Shamir
Adleman(RSA) processing to hardware—enabling forward secrecy scaling.

FPGA Assistance to Enhance CPU Performance

Utilizing widely adopted Field Programmable Gate Arrays (FPGAs), it works closely with the
Yunke operating system and platform layer to enhance CPU resource utilization, providing
exceptional performance and higher scalability.

Flexible Migration Expansion

Through Yunke migration tools, enterprises can smoothly and frictionlessly migrate existing
operations from older versions of Yunke application delivery software (both chassis and
virtual versions) to the new R-series platform devices. The tool supports a graphical
interface, migrating all layer 4 to 7 configurations, and supports cross-platform migration. It
assists enterprises in verifying memory usage, cluster status, and configuration object counts
post-migration, simplifying the process and minimizing impact on existing operations.

Visual Interface Operations
A web-based graphical interface provides enterprises with a more intuitive operation
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method, completing most configuration management tasks and enabling manual monitoring
of current Yunke application delivery software performance.

Customizable Programmable Controllers

To leverage cloud and software-defined architecture advantages and expand application
services on demand, Yunke provides fine-grained traffic observation and control.
Programmable controllers allow users to easily customize code, quickly respond to code
errors and security vulnerabilities in real-time, and support new protocols, facilitating
integration into orchestration systems. It supports extensions to JavaScript, reducing
deployment costs and accelerating deployment speed.

Fan tray replacement overview

The fans in platforms help maintain airflow throughout the chassis and run constantly while
the unit is powered on. Over time, the fans can wear out, requiring you to replace the fan
tray. For platforms that have a removable fan tray, you can change or replace the fan tray as
part of the routine maintenance of the unit, or in the event of a fan failure.

Fan tray

Power cable options and requirements of r10000 / r12000 rSeries:

Manufacturing Part Description Profile Rating/
Number Comments
YK-UPG-CBL- C15 to C14, Universal Power Cord 250 Volts -
C15T0C14 10 Amp

Applicable to the following country:
This is a Universal Power Cord and could be used in
any country
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Value Proposition

Excellent Performance Parameters

Up to 190 Gbps of layer 4/7 throughput, achieving industry-leading encryption
performance of up to 200K TPS (RSA 2k), 140K TPS (ECDHE-ECDSA P-256) and
110K TPS (ECDHE P-256-RSA 2k) through SSL FPGA hardware acceleration and
compression offloading.

Lower Total Cost of Ownership (TCO)

Offloading application and security services onto high-performance Yunke application
delivery devices optimizes network architecture, enhances server efficiency, and reduces
overall ownership costs and infrastructure expenses.

Efficient and Flexible Deployment

Enterprises do not need to build pure software infrastructure; they can directly utilize and
implement CI/CD toolsets, declarative APIs, and telemetries. With the "priority design
API" architecture, Yunke provides a fully automated system that offers the agility and
reliability enterprises need.

Efficiency features include 80 Plus Platinum certified power supplies as well as
frontpanel touchscreen LCD management, remote boot and multi-boot support, and USB
support.

Reduced Operational Difficulty

The declarative API significantly lowers operational complexity, making it easier to
reduce the knowledge reserve requirements for technical personnel, relieving pressure on
technical departments, and minimizing operational steps to reduce the risk of errors
caused by repetitive actions.
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Technical Parameters

Features Detail Description

Main Load Balancing Features

Server Load Balancing

Comprehensive layer 4/7 switching capabilities, supporting
customizable application-layer health checks, session
persistence based on IP address, cookies, etc., and health
checks for associated applications, and application
connection state management

Multi-Link Load Balancing

(AWAF/LTM including
outgoing load balancing,
while add-on DNS license
for the incoming load
balancing)

Supports intelligent routing for multiple links
simultaneously, including inbound/outbound bidirectional
multi-link load balancing and rich algorithms for path
health checking.

Can configure HTTP/2 monitors to monitor the health of
the HTTP/2 service of your server pools

Global Load Balancing

(Add-on DNS license)

Supports global load balancing (GSLB) with various
algorithms based on polling, global availability, application
availability, topology, bandwidth, RTT, and dynamic ratios.
Including Intelligent DNS services that enable DNS security
and Global Site Load Balancing functions

Source-In Source-Out Load

Under network IP overlap, data can be returned without

(Add-on AFM license)

Balancing specifying routing, based on different source interfaces.
Network Firewall Load Supports heterogeneous firewall active-active work and
Balancing load balancing.

System Redundancy

Supports Active-Active and Active-Standby redundancy
modes, providing dedicated hardware serial heartbeat lines
and network-level redundancy detection. Provides session
mirroring functionality to achieve seamless failover;
supports N+M clustering of multiple devices.

Programmable Traffic
Management

Management interface provides customizable traffic control
methods based on TCL programming language.

API Interface

Supports Rest APl mode for device operations and queries,
including accounts/passwords, interfaces, routing, software
upgrades, and configuration files.

Private Cloud Integration

Deep integration with mainstream private cloud solutions,
supporting VMware SDDC, OpenStack, Huawei
FusionSphere, H3C VCF, Azure Stack.

Programmable Control
Based on Node.js
Environment

The device comes with built-in programmable control
features that support a Node.js environment and JavaScript
syntax.

Multi-tenant

Supports multi-tenants with no fewer than 36 tenants; the
tenant is allocated with independent hardware resources,
and resource allocation can be based on vCPU and
Memory.
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Server Load Balancing
Algorithms

Supports load balancing algorithms such as Round Robin,
Least Connections, Ratio;

Server Priority Groups

Servers providing the same service can be assigned
different priorities. When the high-priority group falls
below the required load, servers from the low-priority
group automatically join to share the load and provide
service together.

Session Persistence

Supports session persistence based on source IP, cookie,
Destination and host.

Server Health Check

1. Supports multiple active health check methods,
including ICMP, TCP, TCP half-connection, UDP, HTTP,
HTTPS, FTP, SNMP, WMI, MSSQL, DNS, NTP, etc.

2. Supports passive health check methods, monitoring
real-time data between clients and servers. If
application access failures are detected, user
requests can be redirected to another server while
marking the faulty server as unavailable.

3. Supports complex check methods that simulate
actual user access, allowing for verification of the
entire transaction process from login to application
access and logout.

Multipath Connection
Multiplexing

Combines multiple requests from a single user or multiple
users into one connection sent to the server, reducing
pressure on application servers and improving user
response speed.

Memory Cache

Utilizes memory to cache frequently accessed web static
content, reducing pressure on application servers and
enhancing user response speed.

NAT Technology

Supports NAT and PAT technologies, allowing a single IP to
connect to different destination addresses using different
NAT IPs.

Link Aggregation

Supports bundling of multiple link bandwidths and
supports the LACP protocol.

IPv6 Support

Supports IPv6/v4 dual stack.

To setup Yunke to function as an IPv4-to-IPv6 gateway, you
create a load balancing pool consisting of members that
represent IPv6 nodes. You also create a virtual server that
load balances traffic to those pool members.

DNS Features (Add-on DNS feature)

Global Address Database

The device comes with a global address database, providing
information such as continent, country, city, operator, and
organization for IP address queries. It enables load
balancing based on user location information.
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DNS Server Supports deployment as an independent DNS server,
supporting record types such as A, AAAA, CNAME, DNAME,
HINFO, MX, NS, TXT, SOA, and SRV.

Secondary DNS Supports functioning as a Secondary DNS, copying zone

information from the Master DNS and responding to client
queries, effectively protecting the backend DNS servers.

Security Features

Application DDoS Attack
Protection

Support protect against below Application DDoS attacks:
Mitigating HTTP GET flood attacks:

Yunke AWAF includes advanced Denial of Service (DoS)
protection mechanisms that you can configure in a wide
variety of ways to effectively mitigate a GET flood.

SSL Re-negotiation attacks:
Yunke AWAF is able to repel the large and coordinated
attack using Yunke AWAF and the scripting language.

Slowloris attacks:

Unlike UDP floods or similar attacks, slow HTTP attacks do
not require large numbers of bots, making DDoS attacks
easier to execute. This attack is challenging to handle with
firewalls that monitor Layers 2/3, which adds to its
complexity. To effectively defend against such attacks,
utilizing Yunke AWAF, which includes specific protections
against Slow HTTP Attacks, is recommended.

Slow HTTP Post:

Yunke AWAF includes protection against slow transaction
attacks such as Slow POST, by default. Depending on the
attack and environment, you may only need to tune the
parameters controlling this protection and ensure that the
mechanisms are working by checking the log files.

System Monitoring and
Alerts

Supports real-time monitoring of the device's system
resources, including CPU, memory, interface bandwidth, log
capacity, number of policies, and number of sessions.

Remote Management IP
Restriction

Allows restrictions on the IP addresses for remotely
managing the device.

HTTPS, SSH Login

Management can be accessed via HTTPS and SSH.

SNMP v3 Support

Supports the SNMP v3 management protocol, providing a
MIB library for device queries and operations after device
and future version upgrades. Supports management of
more than two SNMP platforms.

Network Firewall

Supports extending network firewall functionality through a
license, allowing for traffic filtering. Supports IPS
functionality for compliance checks on various application
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(Add-on AFM license)

layer protocols and attack checks based on a signature
database.

Including Network firewall functions that support access
control and logging on network connection activities.

Remote access
management features
(Add-on APM license)

Remote access management functions to provide SSLVPN,
application proxy, end-point security and single sign on.

Management Functions

Log Management

Supports standard RSyslog log format; allows forwarding of
system logs and alarm logs to more than two designated
Syslog devices via RSyslog and SNMP Trap for log collection.

Big Data Engine

Integrates with big data analysis platforms through a real-
time high-speed log engine to achieve visualization of
business data, providing capabilities for user/network
experience monitoring, user behavior analysis, and
application performance management.

Packet Capture Tool Yunke AWAF provides a real-time packet capture tool that
can analyze data packets passing through the device. The
generated packet capture files are compatible with analysis
tools such as Sniffer or Wireshark.

ETC

Appliance-based platform
with a single purpose
operating system

Yunke AWAF has been modified the one base host
operating system and responds to all reported
vulnerabilities for that base operating system.

The operating system for the platforms that use a
microservices platform layer. All software versions run a
base operating system.

SSL Connection and Session
mirroring

High availability includes the ability for a device to mirror
connection and persistence information to another device
in a device service clustering (DSC) configuration, to
prevent interruption in service during failover.

This enables mirroring between an active traffic group and
a mirroring peer in the device group.

When you enable connection mirroring on a virtual server,
and you then make the relevant virtual address a member
of an active floating traffic group, the traffic group can
mirror its connections to its corresponding standby traffic
group on another device.

Can also configure Yunke AWAF to mirror SSL session data
to peer device group members.
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HTTP/2 Support

Yunke AWAF introduced the support for webacceleration
profile in HTTP/2 full proxy mode.

A virtual server with an associated HTTP/2 profile processes
connections using the full proxy architecture for the
purpose of making requests on behalf of clients

HTTP content modification

REWRITE::payload. Queries for or manipulates REWRITE
payload (content) information. With this command, you can
retrieve content, query for content size, or replace a certain
amount of content.

Actions for local traffic policy matching. Insert/Remove:
Inserts or Remove an HTTP Header into the request,
response, HTTP proxy connect, HTTP proxy request, or
HTTP proxy response.

Automatic maintenance
page sorry page with
images

Yunke AWAF to respond (with a maintenance page) if the
virtual server resources (pool or pool members)
are unavailable.

When Yunke AWAF receives a request for a virtual server
that does not have available resources (for example, the
pool is marked down with no available pool members) you
can configure an iRule to send an HTTP response, such as a
maintenance page, to the client.

IP geolocation data

Yunke AWAF uses geolocation software to identify the
geographic location of a client or web application user. The
default IP geolocation database provides IPv4 addresses at
the continent, country, state, ISP, and organization levels,
and IPv6 addresses at the continent and country levels.

Auto Last Hop Setting

Auto Last Hop is a setting that allows Yunke AWAF to track
the source MAC address of incoming connections and
return traffic from pools to the source MAC address,
regardless of the routing table.

Auto Last Hop configured across multiple network objects
(like internet links):

When you configure Auto Last Hop with a value of Default
at the Tunnel/VLAN group/VLAN//SNAT/NAT/virtual server
object, it inherits the Global setting. When you configure
Auto Last Hop with a value other than Default at the
Tunnel/VLAN group/VLAN/SNAT/NAT/Virtual Server object,
its setting takes precedence over the Global setting.

Link layer discovery
protocol

Yunke AWAF supports Link Layer Discovery Protocol (LLDP).
LLDP is a Layer 2 industry-standard protocol (IEEE 802.1AB)
that enables a network device such as Yunke AWAF to
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advertise its identity and capabilities to multi-vendor
neighbor devices on a network

NATs and SNATs

A SNAT is similar to a NAT, except for the differences listed
below:

NATs: Can map only one original address to a translation
address. (1-to-1)

SNATs: Can map multiple original addresses to a single
translation address

Application Services
Templates

Application Services Templates are an easy and effective
way to deploy applications on Yunke AWAF using AS3.

AS3 applications deployed through template can be
managed using Application Services Templates which auto-
generates web forms custom to your templates for creating
and modifying applications, and provides visibility into what
AS3 applications are configured on Yunke AWAF.

The Extension provides a toolset for templating and
managing AS3 Applications on Yunke AWAF.

Statistical report and chart

Can examine the statistics in the Analytics charts when
Application Visibility and Reporting (AVR) is provisioned.

The Overview screen shows all of the HTTP statistics in one
place, including averages for transactions per second (TPS),
request and response throughput, server latency (Network
Condition), page load time, concurrent sessions, and new
sessions.

When configure the statistics gathering configuration of an
Analytics profile to collect user sessions (user context) as
one of the collected metrics, the AVR module sets an AVR
user session cookie in HTTP responses. The cookie value is
a decoded identifier set that the AVR module uses to
identify unique user session information in application
traffic.

X-Forwarded-For (XFF)
HTTP header to preserve
the original client IP
address

When Yunke AWAF translates the source IP address of the
incoming packet to the SNAT address, the web server sees
the request as originating from the SNAT address, not the
original client IP address. If the web servers are required to
log the original client IP address for requests, the SNAT
address translation behavior may become problematic.

To avoid logging the SNAT address, you can configure the
Yunke AWAF to insert the original client IP address in an
X-Forwarded-For (XFF) HTTP header and configure the
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web server that is receiving the request to log the client IP
address from the header instead of the SNAT address.

CPU Utilization
performance graphs

Yunke AWAF provides details of historical measurements
of CPU utilisation readily available as records in the Round
Robin Database (RRD) database maintained by Yunke
AWAF, it can be used for the purposes of e. g. baselining,
capacity planning, root cause analysis or troubleshooting

The processing can be performed via third-party
applications in a manner e. g. similar to performance graphs
available in iHealth and the Configuration Utility
dashboard.

Monitoring Traffic with
sFlow

sFlow is an industry-standard technology for monitoring
high-speed switched networks. You can configure Yunke
AWAF to poll internal data sources and send data samples
to an sFlow receiver. You can then use the collected data to
analyze the traffic that traverses Yunke AWAF. This
analysis can help you understand traffic patterns and system
usage for capacity planning and charge back, troubleshoot
network and application issues, and evaluate the
effectiveness of your security policies.

Hybrid SSL acceleration

The hybrid SSL acceleration feature enables Yunke AWAF to
split SSL offload between the hardware accelerator and the
CPU.

Robots/Botnets Prevention

Protects apps from automated attacks by bots and other
malicious tools.

WAF can proactively defend your applications against
automated attacks by bots. The bot defense method
identifies Layer 7 DoS attacks, web scraping, and brute
force attacks and prevents them from starting.

When clients access a protected site for the first time,
Yunke AWAF sends a JavaScript challenge to the browser.
Therefore, if you plan to use this feature, it is important
that clients use browsers that allow JavaScript. If the client
successfully evaluates the challenge and resends the
request with a valid cookie, your policy allows the client
request to reach the server. Requests that do not answer
the challenge are not sent to the web server. Requests sent
to non-HTML URLs without the cookie are dropped and
considered to be bots.

Request Rate Limit control

Limit the request rate via:

Client Source IP address:

If the clients come by using a NAT device before Yunke
AWAF better use the X-Forwarded-For header to get the
client ip address and rate limit by it.
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Fingerprint:

Client fingerprinting refers to a method in which a device ID
is assigned to each browser that visits a website, to rate
limit and block clients.

Bandwidth Controller

Depending on the type of policy you configure, you can use
bandwidth controllers to apply specified rate enforcement
to traffic flows or mark traffic that exceeds limits.

Web Acceleration profile

HTTP caching on Yunke AWAF by associating a Web
Acceleration profile with a virtual server. An HTTP cache is a
collection of HTTP objects stored in the system's memory
that subsequent connections can reuse to reduce traffic
load on the origin web servers. The goal of caching is to
reduce the need to send frequent requests for the same
object and eliminate the need to send full responses in
many cases.

Custom ASM block page

For custom ASM Response with images, they can use a
base64 image in their html code or do a Redirect URL.

Advanced application
protection

Combines machine learning, threat intelligence, and deep
application expertise

Proactive bot defense

Protects apps from automated attacks by bots and other
malicious tools

In-browser data encryption

Encrypts data at the app layer to protect against data-
extracting malware and man-in-the-browser attacks

Behavioral DoS

Behavioral analytics and machine learning provide highly
accurate L7 DoS detection and mitigation

API protocol security

Deploys tools to secure GraphQL REST/JSON, XML, and
GWT APIs

Defenses for the OWASP Defends critical apps from today’s biggest security
Top 10 concerns, including those listed in the OWASP Top 10
Stolen credential Protects against brute-force attacks that use stolen
protection credentials

Server-side request forgery
(SSRF) protection

Yunke AWAF can Identify parameters of data type URI that
are subjected to SSRF attack and explicitly define the URI
parameters in your security policy or use the Auto-detect
Parameter feature to automatically detect URI parameters
in your application. From these parameters, identify the
specific hosts to which you want disallow access, and, in
your security policy under Advanced Protection, for SSRF
Protection, add these specific hosts (IP addresses or host
names) to the SSRF Hosts list.

Threat Campaign
subscription service

Threat Campaigns is a threat intelligence feature which
includes frequent update feeds containing contextual
information about active threat/attack campaigns currently
being observed by Threat Labs that WAF can provide
protection against. As an example, without threat campaign
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updates WAF may detect an attack pattern in a web
application form parameter, but it cannot correlate the
singular attack incident as part of a more extensive and
sophisticated threat campaign. Threat Campaigns’
contextual information is very specific to current attack
campaigns, allowing false positives to be virtually non-
existent.

Threat Campaigns service users Metadata and Multi-Vector
Threat Intelligence to help identify the individual actions of
an active attach campaign.

CAPTCHA audio support CAPTCHA mitigation mechanism includes a default
response audio file for audio reading of the CAPTCHA
challenge to provide accessibility to the visually impaired.
This feature conforms to the Web Content Accessibility
Guidelines 2.0, Level AA (WCAG2/AA) standards.

Event-based control Creates a well-oiled setup with the code and the flows
scripting setup we can now create proactive event based security:

e Yunke AWAF is pushing all the monitoring logs to
Elastic.

e Elastic is taking all that data and storing it while
utilizing a watcher with its filters and criteria,

o The Watcher finds something that matches its
criteria and sends the webhook with payload to
Event Driven Ansible.

e Event Driven Ansible's Rulebook triggers and calls a
template within Ansible Automation Platform and
sends along the payload given to it from Elastic.

e Ansible Automation Platforms Template executes a
playbook to secure Yunke AWAF using the payload
given to it from EDA (originally from Elastic).

Real time collection of As a network security device, Yunke AWAF can be

access log records configured to send log data and SNMP traps to a SIEM
device to help provide real-time analysis of security events
and generate reports for compliance purposes.

Can Log responses for all requests to remote storage for
further online log viewing, manipulation and historical
logging data storage.

Logging display formats:
Like the violations for a specific request and support ID
number appear in bold text for emphasis.
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To view a graphical version of the report, go to Security >
Event Logs > Bot Defense > Bot Traffic.

Log viewer for log records

Can view locally stored system logs for the Application
Security Manager on Yunke AWAF. These are the logs that
include general system events and user activity.

Export WAF event logs

Can export WAF event logs using iControl REST in text
format for further manipulation and report generation

Resilient system
management facilities

Always-On Management (AOM) is a separate subsystem
that provides lights-out management for Yunke AWAF using
the 10/100/1000 Ethernet management port over secure
shell (SSH) or the serial console.

AOM enables you to manage the platforms using SSH (most
platforms) or the serial console, even if the host subsystem
is turned off. The host subsystem and the AOM subsystem
operate independently. If AOM is reset or fails, the host
subsystem continues to operate and there is no
interruption to load-balanced traffic. AOM is always turned
on when power is supplied to the platform. If the host
subsystem stops responding, you can use the AOM
Command Menu to reset it.

Device Management

Default protocol for GUI and CLI access to the management
port

10G SR Transceiver
compatible

Fiber SFP+ modules

These fiber 10GbE SFP+ transceiver modules are supported
in the hardware platforms, and support for hot swap of
optical transceiver modules.

OPT-0016-xx
Description: Transceiver, SFP+, 10GIG, 850NM, 300M, LC
UPC, MMF, LIMITING, DDM

SKU: UPG-SFP+-R
Description: Field Upgrade, SFP+ Fiber Connector (10G-
LC/850NM), ROHS

These are specifications for the 10GBASE-SR (Short Range)
ethernet transceiver module.

Specifications:

Module: 10GBASE-SR (Short Range) 10G ethernet
transceiver module

Optical wavelength: 850 nm (multi-mode)
Connector type: Duplex LC UPC

Operating distance/cable specifications:
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- 33 meters maximum for type OM1 200MHz-km 62.5um
MMF

- 82 meters maximum for type OM2 500MHz-km 50.0um
MMF

- 300 meters maximum for type OM3 2000MHz-km
50.0um MMF

- 550 meters maximum for type OM4

Digital Diagnostic Function (DDM): Yes

Certification Support

GB 42250-2022
Information security technology—Security technical
requirements for specialized cybersecurity products

Import and Export of
Configuration File

Configuration file (User Configuration Set) can be imported
and exported for easy migration
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SPECIFICATIONS

Intelligent Traffic Processing:

Hardware Offload SSL/TLS:

Hardware Compression:

Hardware DDoS Protection:
Software Architecture:
Multi-Tenancy:

Processor:

Memory:

Hard Drive:

Management Ports:

100/40 Gigabit Fiber Ports:
2510 Gigabit Fiber Ports:
Power Supply:

Typical Consumption:

Input Voltage / Typical Heat
generated:

Dimensions:

Weight:

Operating Temperature:

Operational Relative Humidity:

r10900

L7 requests per second: 6.6M

L4 connections per second: 2.5M

L4 HTTP requests per second: 37M
Maximum L4 cencurrent connections: 180M
Throughput: 190 Gbps/190 Gbps L4/L7

200K TPS (RSA 2k keys)
140K TPS (ECDHE-ECDSA P-256)
110K TPS (ECDHE P-256-RSA 2k)
95 Gbps bulk encryption

90 Gbps
160M SYN Cookles per secend

64-bit TMOS
64-bit F50S

Up to 36

12 vCPU's Reserved for F50S, and 36 vCPU's Avallable
for Tenancy.

256 GB DDR
2x1TB U.2 Enterprise-class SSD (RAID 1 Mirrored)

1x 1000BASE-T,
1x USB 3.0,
1x serial conscle

4 x 100G/40G QSFP28/QSFP+ ports

16 x 25GN0G SFP28/SFP+ ports

2 x 1200 W 100-240 VAC (+/- 10%) AUTO Switching Platinum,

Dual DC PSU Optional
680W (dual power supply, 48V DC or 110V AC input)

Dual Power supply
110 VAC input: 2325 BTU/hour
230 VAC input: 2290 BTU/hour

H: 172 inches (4.37 cm) x W: 1771 inches (44.20 cm) x D: 306
inches (7772 cm) (per unit) 1U industry standard rack-mount
chassis

36.0 pounds (16.33 kg) with two power supply units (PSUs)
(per unit)

32 to 104°F (0 to 40°C)

5% to 85% (40 C) non-condensing
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